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Abstract

What is the role of Bitcoin? This paper tries to argue that one of the roles of the Bitcoin network is to
be a defense mechanism against transaction blocking by introducing a search and matching model with
indivisible money. The model is enriched with security frictions due to a positive probability of transaction
blocking. I study the optimal trading decisions between buyers and sellers under a fiat currency regime
and under the assumption that trading happens with BTC tokens over the Bitcoin network. I show that if
the honest miners in the Bitcoin network have higher marginal revenues from mining per unit of marginal
cost than dishonest miners, the network remains secure. In this case, if the welfare cost of mining is lower
than the welfare cost of not being able to transact in the fiat regime or if the total transaction volume is
higher in the Bitcoin regime, then social welfare is more likely to be higher under the Bitcoin regime. If
dishonest miners are in control, transactions between honest sellers and buyers are blocked. In this case
the fiat currency regime can be better. Over the transition, social welfare depends on the parameter that
controls for the speed of the money supply increase and it is not clear which of the two regimes is better.
In addition, I show that if fixed costs are introduced then honest miners need a lower amount of total effort
to secure the network. Finally, the first-best outcome can be achieved in the Bitcoin regime, even if the

solution comes from a Nash bargaining, by optimally setting the transaction fees.
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1 Introduction

A question that has been posed multiple times since 2009 is what is the role of Bitcoin. There are several
reasons behind this question including the limited, but growing over the years, Bitcoin transactions, together
with a not well-defined regulatory framework for digital assets. In this paper I follow a different approach
and argue that the Bitcoin network can play the role of a defense mechanism against economic exclusion, by
using a search and matching model of money augmented with security frictions due to a positive probability
of transaction blocking. Interpreting Bitcoin as a network that allows its users to "communicate”, that is to
transact, in a censorship resistant way without transaction blocking risks due to the high costs of blocking

transactions, can lead to different conclusions about the role of Bitcoin.

Specifically, according to Bitcoin proponents, agents who can benefit from censorship resistance in halt-
ing transactions include individuals and human right organizations in authoritarian regimes, unbanked or
underbanked populations in poorer countries who may face significant hurdles in transacting etc. Also Bit-
coin proponents argue that in a world dominated by a few payment systems controlled by superpowers in
which these superpowers transact with the smaller countries aligned with them, but not necessarily with the
other countries, the Bitcoin network naturally arises as an alternative global settlement layer due to being a
decentrallized, permissionless, and censorship resistant network. In other words, the Bitcoin network can be
the cooperative solution against a Nash equilibrium with multiple settlement layers subject to restrictions, in-
teroperability issues etc. On the other hand, Bitcoin skeptics argue that censorship resistance in transactions
can create incentives for agents to proceed with transactions related to illegal activities'. This paper does not
focus on and is completely against using the network for illicit activities. Instead, the paper assumes that the

agents facing transaction blocking are agents such as the individuals in authoritarian regimes.

In the model, I first analyze the decisions of buyers and sellers under the assumption that they can meet
and trade in decentralized markets with some probability using an intrinsically worthless object that cannot
be produced or consumed: fiat currency. I assume that some of the sellers are benevolent while others are
not. The latter decide if they will allow the honest sellers to transact with the buyers. On the other hand, the
buyers value the specialized goods sold by the sellers and would like to trade with them, but they are subject
to transaction blocking risks. Transaction blocking is defined as a situation in which a buyer and an honest
seller meet and are ready to trade, but their transaction does not go through due to a successful blocking
attack from dishonest sellers. As a result, the status of buyers and honest sellers remains unchanged after
their meeting in the market since the trade did not take place. Transaction halt happens with some exogenous

probability in the fiat currency regime, and succeeds with some different exogenous probability. If buyers

IRecent reports such as the 2025 Crypto Crime Trends report by Chainalysis suggest that only 0.14% of total crypto transactions

were associated with illicit activities in 2024 while the role of Bitcoin in those transactions has been declining over the years.


 https://www.chainalysis.com/blog/2025-crypto-crime-report-introduction/

are not able to transact they incur a utility cost. Similarly, honest sellers also face a utility cost from not being
able to transact. In the long run the value of money is positive because it allows agents to transact, but it is
negatively affected by the probabilities related to transaction blocking and the associated utility costs. Social
welfare, as a result, is lower in the fiat currency regime when security frictions are stronger, that is when the

probabilities related to transaction blocking are higher, and when the resulting utility costs are higher.

Second, I repeat the analysis under the Bitcoin regime. The difference between transacting with fiat
currency and transacting over the Bitcoin network is that the probability of transaction halt is now determined
by the rules of the Bitcoin network. According to those rules, transaction blocking can happen only if
somebody controls the absolute majority of the mining effort, that is 50% + €. If there is no agent or entity
controlling the majority of the mining effort then security frictions disappear. Based on the rules of the Bitcoin
network I build a game between honest and dishonest miners, representing honest sellers and dishonest
sellers respectively, and I derive the condition under which the probabilities related to a successful transaction
halt become zero making the Bitcoin network secure. The condition says that as long as the marginal benefit
of the benevolent miners per unit of marginal cost exceeds the marginal benefit of dishonest miners per unit
of marginal cost, the honest miners will put more mining effort, and the network will be secure. I also show
that in this case it is optimal for the dishonest miners to set the probability of attempting to block transactions
equal to zero as well. The logic is very simple: since the attackers know that any form of attack has a zero
probability of success, then it is optimal not to attack in the first place. At the steady state I show that the
condition that guarantees the security of the network simplifies to requiring the dishonest miners to have a

marginal cost of mining which is higher or equal to the marginal cost of mining of the honest ones.

I also compute the steady state social welfare under the Bitcoin regime and I compare it to that in the
tiat currency regime. I find that if the distribution of buyers and sellers in the overall population is the same
under the two regimes, then social welfare under the Bitcoin regime is higher if the social cost of mining at
the steady state is lower than the net social cost of transaction blocking in the fiat currency regime. If, on
the other hand, the distribution of buyers and sellers differs across the two regimes, then steady state social
welfare can be higher in the Bitcoin regime also if the transaction activity under the Bitcoin network is higher
than the transaction activity under fiat currency. In this case more trades happen between buyers and sellers

in the Bitcoin network and utility benefits are higher.

Third, I introduce fixed costs for both types of miners. Fixed costs do not change the optimality condi-
tions, but change the miners” decisions to enter the market. I derive analytically the conditions under which
each type of miners enters the market and exerts effort. Higher fixed costs for any type of miners imply that

the other type of miners needs to exert less effort to disincentivize the first type from entering the market.

Fourth, I introduce divisibility of goods and allow agents to decide how much of each good will be

produced. The decision is made by following a generalized Nash bargaining which is subject to the incentive



constraints of the buyers and the sellers. I solve for the transitional dynamics under the two regimes and find
that social welfare can be higher or lower along the transition in the Bitcoin regime, depending on how fast
the money supply increases in each of the two regimes. Also the dynamics produced by the model under

the Bitcoin regime resemble the dynamics for the price of BTC and hash rate seen in reality.

Finally, I show that in general, the Nash bargaining approach can lead only by chance to the socially
optimal quantity that a social planner would choose, both under the fiat currency and under the Bitcoin
regime. In both cases, the relative bargaining power of the buyers over the bargaining power of each type of
sellers has to be determined by the relative surplus of buyers over the net gain from trade. In more realistic
settings in which the bargaining power is determined by the size of each cohort in the population, the socially
optimal quantities need not necessarily be produced. However, in the Bitcoin regime, I show that if there
is significant consensus to implement a policy that sets the transaction fees equal to a weighted average of
the utility of buyers and the cost of sellers for each good minus the extra value from holding money relative
to being a seller of the corresponding good, then the socially optimal quantities of the goods can still be

produced. The transaction fees work as a Pigouvian taxes for the buyers.

Related Literature: This paper is related mainly to the literature that uses search and matching type of
models and analyzes money as a medium of exchange. Some prominent papers from this literature are the
early and foundational first and second generation models of Kiyotaki and Wright (1989) and Trejos and
Wright (1995). Those models analyze the properties of monetary equilibria under the assumptions of money
indivisibility, but Kiyotaki and Wright (1989) also assume goods indivisibility, an assumption that was later
relaxed by Trejos and Wright (1995). Another paper that builds in the tradition of the previous two, but
also allows for asset confiscation is the paper of He et al. (2005). This paper introduces a security friction in
the model that allows to analyze the role of defense mechanisms. In this paper I follow the three previous
papers. I start with a model similar to He et al. (2005) under the fiat currency regime, but now the security
friction is transaction halt. Then I introduce the Bitcoin network as a possible defense mechanism. I analyze

the properties of monetary equilibria both under goods indivisibility and goods divisibility, for both regimes.

Under the Bitcoin regime the supply of assets is determined endogenously by the mining decisions.
This distinguishes the paper from other papers in which there is an endogenous determination of asset
supply such as Lagos and Rocheteau (2008), Rocheteau and Rodriguez-Lopez (2014), and Geromichalos
and Herrenbrueck (2016). Moreover, Choi and Rocheteau (2021) also have miners deciding optimally about
mining efforts and determining the money supply, but there is no game between honest and dishonest

miners, since only sellers choose mining intensity.

Another strand of the literature that this paper relates to is the growing literature on Bitcoin and also
on the relation between Bitcoin and money. The idea of the Bitcoin network was introduced by Nakamoto

(2008). Since then, the Bitcoin network was also introduced in practice and has grown to be one of the
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most important networks of our time, given the value that is being exchanged per year. Schilling and
Uhlig (2019) studied a model with Bitcoin and government money and showed that the BTC price follows a
martingale process in equilibrium. Ferndndez-Villaverde and Sanches (2019) studied a model of competition
between private currencies and showed that the cost function is critical for the stability of prices in monetary
equilibria. Lotz and Vasselin (2019) developed a model in which agents can hold both fiat currency and
e-money, with e-money being more secure than fiat, and studied the conditions under which the two can
coexist. I also introduce security frictions in this study, but I focus specifically on how those frictions can
be overcome under the Bitcoin network by introducing a game about mining efforts between honest and
dishonest miners. Finally, Pagnotta (2022) studied the determination of the BTC price together with the level
of security of the network and found that there can be multiple equilibria. This paper is complimentary to
Pagnotta (2022). I also study the determination of price and security level of the Bitcoin network, under a
different and simpler model, I discuss the important role of transaction fees and fixed costs, and I show that

socially optimal solutions can be achieved in the Bitcoin regime even under a Nash bargaining solution.

Paper Organization: Section 2 introduces the economic environment and the model under the assumption of
goods indivisibility. I discuss the value of money under the two regimes, I derive the social welfare functions
and I compare social welfare outcomes. Section 3 relaxes the assumption of goods invdivisibility. I allow the
optimal quantity of produced goods to be chosen under a generalized Nash bargaining process and then I
solve for the transitional dynamics. In section 4 I derive steady state conditions that could make the outcome
of the Nash bargaining the same as the outcome that a social planner would choose including the transaction

fees schedule in the Bitcoin network that leads to the social planner’s solution. Section 5 concludes.

2 Economic Environment

There is a continuum of agents in the interval [0,1]. These agents trade in two different subperiods within
a single period. There is a day market, which is frictionless, and a night market which is decentralized and
characterized by matching between agents. The centralized market is simple: agents produce a general good
Q, which requires no specialization. This good is divisible but non-storable. The utility from consuming this
good is U(Q) = Q and the cost of production of this good is C(Q) = Q.

In the decentralized market, the matching is random, anonymous and bilateral. In order for trade to
happen, an agent who is willing to buy, needs to meet another agent who specializes in the production of
the good the buyer prefers. Such a meeting happens with probability x' with i € Z = {H,D}. A good that
is traded is assumed to be non-storable, and offers utility u' to the buyer, while it costs C' to the seller. The

utility from consuming the specialized good exceeds the cost of production so that ! > C" and uP > CP.



In addition, in the decentralized market trade can happen only by using a medium of exchange. It is
assumed that a portion M/ € (0,1) of the population is initially endowed with the medium of exchange,
where j € J = {F,B} denotes the two regimes: fiat and bitcoin. This medium of exchange, or money,
is assumed to be indivisible taking values in the set M = {0,1}. In both regimes transactions can be
blocked. The agents who can block transactions are agents that do not hold money and their size is equal to
MP € (0,1 — M/), where D stands for dishonest. I also assume that there are honest sellers who can trade
with the buyers. The honest sellers do not block transactions by assumption and their size is equal to M
where M/ + MH + MP = 1. The key difference between fiat money and BTC is that in the fiat money regime
transactions can be blocked with some exogenous probability Ay € [0,1] where A € [0,1] is the exogenous
probability that dishonest sellers make an attack, and 7 € [0, 1] is the exogenous probability that the attack
succeeds and transactions are blocked. Transactions in the Bitcoin network, on the other hand, can be blocked

only if the dishonest miners control the network by putting more mining effort than honest miners.

2.1 Fiat Currency

I start with the case of fiat currency. I first describe the dynamic programming problem for each type of

agent in the economy:.

Money Holders/Buyers: For an agent who holds money and wants to use this money to buy a specialized
good, which we will call buyer from now on, we have the following possible outcomes: with probability
MF he meets another buyer and there is no trade taking place. In this case his value would change only as
time changes, but his value would still remain the value of a money holder V; + V;. With probability MP
he meets a dishonest seller. The transactions between buyers and dishonest sellers are not blocked, since
dishonest sellers would not have an incentive to block their own transactions. Trade happens between the
two with probability xP, the probability that the buyer likes the good sold by the dishonest seller. In this
case the buyer gives the one unit of money to the seller and his value changes to the value of a dishonest
seller, plus the change in his value due to time plus the utility from consuming the good VP + V4 + uP. With
probability MP (1 — xP) trade does not happen and the value of the buyer becomes V; + V4.

On the other hand, the buyer meets an honest seller with probability M. The dishonest sellers with
probability A attack and try to block the transaction between the buyer and the honest seller. With probability
7 they succeed in blocking the transaction. So, with probability M A+ the buyer does not trade, so his value
remains the value of a buyer plus the change in value due to time. Also when the attack succeeds, the
buyer incurs a utility cost z; which is interpreted as a psychological cost for not being able to transact after
matching with a seller who produces a good preferred by the buyer. The value of the buyer if the attack
succeeds is V; + V; — z1. On the other hand, with probability 1 — < transaction halt does not succeed. If
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Figure 1: Fiat Currency Regime: Event Tree for Buyers

VL"!'Vl

Wi+ Vl

VP +ul 4V

Vi

Vi—zi+W

W+h

W +u 4+

i+ Vl

Vi +ut + W

the buyer likes the good produced by the seller with probability x the transaction takes place with total
probabillity MHA (1 —v)xH and the value of the buyer becomes VI + V; + uff. With probability 1 — x!?
the buyer does not like the good sold by the honest seller. The transaction does not take place with total
probabillity MHA (1 — ) (1 — xT) and the value of the buyer becomes V; + V;.

Going one step back, the dishonest sellers do not try to block the transaction with probability 1 —
A. Again, if the buyers likes the good with probability x!? the transaction takes place with total prob-
ability MH (1—A)xH and the value of the buyer becomes VH + V; + ufl. Otherwise with probability
1 — x the buyer does not like the good, so the transaction does not take place with total probability
M (1—2) (1 — xH) and the value of the buyer becomes V; + V.



All the previous events are summarized in Figure 1. The buyer in equilibrium equates his current value
with the expected present discounted value he can get from all the previous outcomes. Denoting the rate of

time preference by r > 0 we have that

Vi :%r [MFvl + MP (1 - xD> Vi + MPxP (VOD + uD> + MAAy (Vi — 1) + MEA (1 — ) (1 - xH) Vi

+MHA(1— )2 (VOH + uH> +MH (1)) (1 - xH> Vi+ MH (1— )t (VOH + uH> + Vl} 2.1)

Honest Non-Money Holders/Sellers: An honest seller faces the following outcomes: with probability M
meets another honest seller and trade does not happen. In this case, his value would change only as time
changes, but his value would still remain the value of an honest seller VOH + V(fl . With probability MP he

meets a dishonest seller, and again trade does not happen. His value in the end is again VI + V{.

On the other hand, with probability Mf he meets a buyer. The dishonest sellers with probability A attack
and try to block the transaction between the buyer and the honest seller. With probability -y they succeed
in blocking the transaction. So, with probability Mf A~ the seller does not trade, so his value remains the
value of an honest seller plus the change in value due to time. Also when the attack succeeds, the honest
seller incurs a utility cost z)! which is interpreted as a psychological cost for not being able to transact after
matching with a buyer who likes the good produced by the seller. The value of the honest seller if the attack
succeeds is VI + VH — z{l. On the other hand, with probability 1 — vy transaction halt does not succeed. If
the buyer likes the good produced by the seller with probability x the transaction takes place with total
probabillity MFA (1 — ) xH and the value of the honest seller becomes V; + VI — CH. With probability
1 — xH the buyer does not like the good sold by the honest seller. The transaction does not take place with
total probabillity MFA (1 — ) (1 — x!?) and the value of the honest seller becomes V' + V{.

Going one step back, the dishonest sellers do not try to block the transaction with probability 1 — A.
Again, if the buyers likes the good with probability x the transaction takes place with total probabil-
ity MF (1 —A)xH and the value of the honest seller becomes V; + VH — CH. Otherwise with probabil-
ity 1 — xH the buyer does not like the good, so the transaction does not take place with total probability
MF (1—2) (1 - x) and the value of the honest seller becomes V! + V{.

All the previous events are summarized in Figure 2. The honest seller also equates in equilibrium his

current value with the expected present discounted value he can get from all the previous outcomes so that

1
W= {MHVOH + MOV + MEAy (VT = 2f1) + MEA (1= ) (1= 5") Wi+ MFA (1= ) 5 (w1 — )

+MF(1-A) (1 —xH> VH + MF(1—2)xH (V1 —CH) +VOH]. 2.2)
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Figure 2: Fiat Currency Regime: Event Tree for Honest Sellers
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Dishonest Non-Money Holders/Sellers: A dishonest seller faces the following outcomes: with probability
MP he meets another dishonest seller and there is no trade taking place. In this case his value would change
only as time changes, but his value would still remain the value of a non-money holder VP’ 4+ VP. The same
happens with probability M, when he meets an honest seller. With probability Mf he meets a buyer. With
probability 1 — xP the buyer does not like the good produced by the seller so there is no trading and the
dishonest seller’s value is VP 4 VP. On the other hand, with probability xP the buyer likes the good of the

seller and trade happens, so in this case the value of the dishonest seller becomes V; + VP — CP.

Moreover, the dishonest seller in each period gets an exogenous utility benefit from blocking transactions

equal to Ayzl (MH + MF), which takes into account the probability that the attack happens and is successful



Figure 3: Fiat Currency Regime: Event Tree for Dishonest Sellers
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times the total probability of meetings between buyers and sellers. When the dishonest seller attacks, he also
pays an exogenous cost AP (MH + MF) which is independent of the outcome of the attack since it does not
depend on . In other words, as long as the dishonest sellers attack to block transactions the cost is paid,
even if the attack fails. For the attack to be a rational choice we need ’)/z(l)) > P, Of course, when v = 0
attacking is not a rational choice. The benefit and the cost from the attack are independent of the meetings
of the dishonest seller since they are related to meetings of the other two types of agents. So both of them

affect the value of the dishonest seller in all possible states.

All the previous events are summarized in Figure 3. The dishonest seller also equates in equilibrium his

current value with the expected present discounted value he can get from all the previous outcomes

VP = %ﬂ MPVE + MIVP + M (1 xP) VP + MFxP (Vi = €P) + A (M 4 MF) (72 — 9P) + VOD}

(2.3)

The extra value of holding money relative to being an honest seller is

1
r+ (MH + MF) (1 —Ay)xH

V-V = [MH (1= Ay) xuf 4+ MPxPuP + MF (1 — Ay) 2HCH + MPAzf
— MHAyzy — MPxP <V1 — VOD> +V - VOH}. (2.4)
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The extra value of holding money relative to being a dishonest seller is

1
r+ (MP + MF) xP

v, —VP = M (1 = Aq) xHutt + MPxPuP + MEXPCP — A (M + MF) (28 — P
0 0

— MHAyz; — MHE (1 — Ay) <H (Vl - V0H> ) 7 VOD} . (2.5)

In a monetary equilibrium we need the incentive compatibility constraints to hold: u! > V; — VH > CH and
uP > v, — VP > CP. Given that C! > 0 and CP > 0, then V; > 0. So we need to impose only the extra
participation contraints V! > 0 and VP > 0 since agents are free to choose to not go to the decentralized

market to trade.

2.1.1 Steady State

In this part I focus at the steady state of the model with fiat currency. The steady state is the state in which
all the endogenous variables of the model do not evolve anymore. Starting from the value function of money

holders we have that
Vi = MPxP (VOD -+ uD) + M7 (1 - Ay)xH (VOH -+ uH> — M Aqyz,. (2.6)
For the honest sellers we also have that
rVi = MF (1 — Ay) xH <V1 ~VH -~ CH> — Mz (2.7)
Similarly, for the dishonest sellers we have
VP = WP (v = VP = CP) A (W 4 T (72 - yP). 2.8)

The extra value of holding money relative to being an honest seller at the steady state is

1
r+ (MH + MF) (1 —Ay)xH

Vv, — Vi = M (1 — Ay) xutt 4+ MPxPul + MF (1 — Ay) xHCH 4+ MEAq 2]
0 0

~ MHAyz, — MPxP <V1 - VOD) } . (2.9)
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Figure 4: Monetary Equilibrium: Production Costs Combinations
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Notes: The graph shows the values of the cost CP for a range of values of the cost CH that satisfy the participation and the incentive
constraints of the buyers and the sellers at the steady state of the fiat currency regime for the parameter values in Table 1.

The extra value of holding money relative to being a dishonest seller at the steady state is

1
r+ (MP + MF) xP

Vi —VP = M (1 — Aqy) xull + MPxPuP  MEXPCP — A (MH—I—MF) (’yz(l)) —¢D>

— MHAyzy — MH (1= Aq) 2t (v1 - VOH) } (2.10)

Figure 4 shows combinations of the cost parameters C!! and CP for which the incentive constraints and
the participation constraints are satisfied, so that ul > v, — VOH >CHand uP >V, — VOD > CP, and Vg{ >0
and VP > 0 for given parameter values, including the utility of each good.

The steady state social welfare in the fiat currency regime is defined by Wt = MV, + MEVH + MPVP

and is equal to

W = %{fVIFMHxH (1—Ay) (uH—CH) + MEMPxP (uD —CD)

/

total gains from trade

— MEMPXTAY (21 + 2 ) + MPA (M7 + W7) (72 — yP) } 2.11)

total net welfare cost of blocking transactions
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2.2 Bitcoin

I now consider the regime in which buyers and sellers participate in the Bitcoin network and transact using
BTC tokens. The element of the Bitcoin network that I focus on is security. The security of the Bitcoin
network depends on the distribution of the total effort level exerted by the miners which are an integral part
of the Proof-of-Work consensus mechanism. In reality the miners decide how much effort they will devote,
in order to solve mathematical puzzles that will allow them to verify the latest transactions and be rewarded
with newly mined BTC tokens and transactions fees. As we will see in this part, transaction fees are very
important for the Bitcoin network, because without transaction fees in the steady state, when money supply
stops growing, there would be no new rewards to incentivize the miners to continue their mining operations.

This would make the network unsafe and prone to attacks.

Probability of Successful Transaction Blocking: In reality, if there is no dishonest miner controlling 50%-+&
of the total hash rate, the Bitcoin network remains secure and no dishonest actor can block transactions of
other agents. Since I consider three types of agents, money holders, honest sellers and dishonest sellers, and
since money holders already hold the maximum possible value of money of one unit, I will assume that the
two types of non-money holders are the ones who devote effort to mine and become money holders. The
probability that transaction blocking succeeds is now determined by the rules of the Bitcoin network and can

be summarized as follows

O, if MH(ZH > MD€D

1, if MHEH < MDED,

where ¢; is the effort level of miner type i. What the previous function says is that if the total effort level of
honest non-money holders is greater or equal than the effort level of the dishonest non-money holders, the
probability of a successful transaction halt becomes zero, otherwise it becomes one.>

Probability of Attack: I allow A® to be decided by dishonest sellers in this part. The way to understand this
is to interpret the different final nodes in the decision trees that give the values of the two types of agents as
outcomes of sub-games, and then solve by backwards induction. Specifically, the two types of miners play a

game in each period of choosing mining effort in their last node. Assuming without loss of generality that in

%In reality the probabilities might be somewhat different from the zero/one extremes in the following way: when nobody
controls the absolute majority of the hash rate an individual miner can still not include a transaction in a specific block. However,
other miners are likely to include the same transactions. On the other hand, even if an entity controls the absolute majority of
the mining effort, this does not automatically mean that they can block transactions, since more actions are needed. The indicator

function used here simplifies the analysis. A sigmoid function could be more appropriate for a realistic description.
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the last node Mfe}; > MPe}, after the players optimize, then by construction of the Bitcoin network 78 = 0.
A dishonest seller in this case, knowing that trying to block transactions of other agents is not working
anymore, will choose not to attack in the first place since the expected benefit from attacking and succeeding
AByBzD (MM + MP) is zero when ¢® = 0 while the expected cost APypP (M + MP) is not zero. Thus, by
x

choosing AP = 0 the dishonest seller can increase his welfare by not undertaking the cost. If Mfe}, < MPe},,

then 7% = 1 and a dishonest seller can increase his value by choosing AZ = 1 since 75z > yP.

Money Supply: The newly mint money supply in the Bitcoin network in reality is roughly constant for
210.000 blocks, and then it gets halved once the previous number of blocks has been added. This keeps
happening until the total money supply reaches its upper bound of around 21.000.000 BTC tokens. However,
this behavior is described by a step function which is not continuous. To simplify the analysis I will assume
a continuous time analog: the money supply grows at a constant rate times the remaining BTC tokens to be

mined until the network reaches the steady state and maximum money supply

H D

B = Mren = Mep s (P — MP) = 5 (WP~ mP), (2.12)
d

where d = Mfe + MPep is the mining difficulty and M? the upper bound on the money supply. In reality

the mining difficulty adjusts with a two-week lag to the aggregate mining effort in order to keep the quantity

of new BTC tokens mined roughly constant. However, again in order to facilitate the analysis I assume that

difficulty adjusts instantaneously to the total mining effort.

At the same time, the size of the honest and the dishonest non-money holders who are able to mine a

unit of money and become money holders decrease based on their mining effort so that

. MHe _
H _ H B B
MH = — oy DeD5 (M - M ) (2.13)
. MPe _
D _ D B B
MP = Vi +MDeD5 <M - M ) . (2.14)

By assumption the total population has a unit size so that M + MH + MP =1 = M8 + MH + MP = 0.
Equations (2.12)-(2.14) satisfy the constraint.
2.21 Mining Decisions

Honest Sellers: I formalize now the effort choice problem for the miners. I start with the honest sellers,
although the problem of the dishonest sellers is symmetric. The honest sellers choose their mining effort

ey to maximize their expected value from mining which consists of the monetary rewards produced by the
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network as expressed in equation (2.12) plus the transaction fees, minus the cost of mining. For simplicity,
given that money is indivisible, I will assume that the fees are paid in units of the generic good Q from the

centralized market.” Their effort choice problem is the following

max ot = MHeHefMDeD [MB <MHxH (1 - AB“YB) FH MDfoD> +6 (MB _ MB> (Vl — V()Hﬂ - c(;;elHS)

where in the previous equation vf; refers to the value of an honest seller from mining. Observe that this
value depends on three terms. The third one is just the cost of mining, which is assumed to be linear for
simplicity. The other two terms in the brackets are the rewards from mining which can be earned according
to the miner’s effort relative to the total mining effort. This is why the probability m
rewards. This probability creates an externality: as the mining effort of the other type of miners rises, the

multiplies the

individual miner has to increase his effort in order to increase the probability to earn rewards. This is the

main reason why there is so intense competition between Bitcoin miners in the real world.

The first reward term in the brackets is the expected gains from mining by earning transaction fees. In
the Bitcoin network it is the buyer the one who pays the fee. For a buyer, a transaction with an honest miner
happens with probability MHxT [AB (1 —~B) 4 (1 — AB)] = MHxH (1 — AByB) with the fee being fH, and
a transaction with a dishonest miner happens with probability MPxP with the fee being fP. Both fees are
assumed to be constant for simplicity. In addition, since the fees are expressed in terms of the generic good,
the utility from any fee is equal to the fee. All the buyers pay M? (MHxH (1 — AByB) fH 4+ MPxP D) in total
fees. Finally, the second term is the new tokens mined at Poisson rate J, times the value of holding money

Vi — VOH . The first order condition for the problem in (2.15) is the following

MDED
[MHBH + MDED

: [MB (MHxH (1 . /\B'yB> FH 4 MDfoD> +5 (MB - MB) (vl . VOH)] —cy  (216)

The honest sellers equate in equilibrium the expected marginal benefit from mining, the left-hand side, with
the marginal cost, which is in the right-hand side. From the previous condition we can solve for the best

response mining effort function of the honest sellers

1
1 MB (MHxH (1= AByB) fH 4 MDD D) 1 5 (MB — MB) (v, — VH) |2 MmP
eH(eD)EBRH(eD):W[MDeD ( ( ) f ch) ( ) (Vi = V) M
(2.17)

3In reality the fees paid in any Bitcoin transaction are measured in BTC. However, introducing money fees paid between agents

in a setting with indivisible money can create problems, so I opt out for fees expressed in terms of the generic good.
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Equation (2.17) is the honest miners’ best response function with respect to the mining effort of the dishonest
ones. As expected, the mining effort of the honest miners increases with the rewards and falls when the
marginal cost of effort is higher. As regards the effort level of the dishonest sellers, the best response
function is initially increasing, so that the honest miners initially increase their mining effort when the
dishonest miners increase their mining effort, but after some point it becomes decreasing and it is optimal

for the honest miners to decrease their mining effort as the dishonest ones increase theirs.

Dishonest Sellers: The effort-choice problem for the dishonest sellers is symmetric

e 5 = gy [ (M (1 4595) 74 ) 5 (- ) (1 9)] - o

(2.18)
The first order condition is

MHeH
[MHEH + MDED

]2 [MB (MHxH (1 _)LB,YB> fH+MDfoD> 45 <MB _ MB) <V1 _ VOD>] —p  (219)

We can solve for the best response function of the dishonest sellers as follows

1
1 MB (MHxH (1 — ABAB) FH 4 MDD DY 4 5 (MB — MB) (V; —VP) |2 MmH
eD(eH)EBRD(eH):W[MHeH ( ( i )f CDf> ( )( 1 0) _MDeH
(2.20)

If we combine equations (2.16) and (2.19) we get

MHe, — D MB (MHPxH (1= ABqB) fH 4 MPxP D) 4 65 (M — MP) (v, — V) MPey, 221)
cg  MB (MHxH (1 — AByB) fH 4+ MDPxDfD) + 5 (MP — MB) (V; — VP) ’

~— —
MC ratio MB ratio

/

so the aggregate mining effort of the honest miners will be proportional to the aggregate mining effort of the
dishonest ones with the ratio between the two being the product of the relative marginal cost of the dishonest
miners times the relative marginal benefit of honest ones. For the network to be secure we would need the
proportionality number to be greater or equal to one, so that

()p) MB D MB H MB D

— > & > 2.22
cy ~ MBy MCy — MCp ( )
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Therefore, if the marginal benefit of the honest miners relative to their marginal cost is higher than the
marginal benefit of the dishonest miners relative to their marginal cost, the honest ones will put more
mining effort on aggregate, and the network will be secured. At the steady state where M? = M? the
previous condition simplifies to cp > cp, because at the steady state all the BTC tokens are minted and the
marginal benefit is the same for the two types of miners being equal to the marginal benefit from earning the

transaction fees. If we use equation (2.21) we can also determine the aggregate mining effort as follows

MFen 1 Moy — |1 €0 M (MAX (1= AY) 1 MDXDFD) 45 (34— M%) (= )] oy
cg MB (MHxH (1 — AByB) fH  MDxD fD) 4 5 (MB — MB) (V; — VP)
= AMPep. (2.23)

Next, we can determine the optimal mining efforts of dishonest miners by using equations (2.16) and (2.23)

el = M;CH [MB <MHxH (1 - AB'yB> FH 4 MDfoD) +6 (MB - MB) (Vl - VOHH % >0,  (224)

which also implies that ej; > 0 from equation (2.21). We can determine the optimal mining efforts of honest

miners by combining equations (2.21) and (2.24)

el = M;CH [MB (MHxH (1 - )\B'yB> FH 4 MDfoD) +6 (MB - MB) <V1 - VOH)} %. (2.25)

The value from mining is

vy (efep) = efen (A —1) (2.26)
1
A—1

ofs (¢, €5) = ehep 227)

Observe that v}; (ej;, e5) > 0 and v (e}, e;) > 0 since A > 1. This implies that in the Nash equilibrium, even
though there is a negative externality arising from mining competition to ensure a higher expected reward,

both types of miners have welfare benefits.

2.2.2 Trading Decisions

Money Holders/Buyers: There is one important change in the dynamic programming problem of the buyers.
Their incentive compatibility constraints are slightly modified now to account for the transaction fees so that
u' — 1>V =V
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Vi = 1%7 {MBvl + MP (1 - xD> Vi + MPP (VOD +uP —fD> + MAABYB (v — zp)
+ MR (1B (1= xH) v+ MIAB (1= o) 5 (VT = fH)
+MH (1 _ AB> (1 — xH) v, + MH (1 _ AB) xH <V0H +uH —fH) + Vl] (2.28)

Honest Sellers: The value for the honest sellers is augmented with the utility from mining.

 — {MHV({H + MPVET + MPAPB (VT — 2ff) + MPAP (1—9P) (1—xT) !

147
+ MPAB (1 — 73) xH (v1 —CH) + MB (1 — /\B> (1 _ xH> vH + MP (1 _ AB> X <V1 —CH)
+ ol (efy,eh) + VI } (2.29)

Dishonest Sellers: The value for the dishonest sellers is also augmented with the utility from mining.

1
VP — {MDVOD + MV + MP (1= 2P) VP 4+ MPxP (v = CP) + 2B (M 4 MP) (92 — yP)
1+7r
+ B (eby i) + VP 2.30)
The extra value of holding money relative to being a dishonest seller is
1
_yDb _ H,H (1 _ BB H_ ¢H D.D(,D_ (D
n-% r+(MD+MB)xD[M A (L= AT (uf = ) 5 MO (u? = £7)

+ MBxPCP — MHABABz, — 7B (MB + MH> <W/Bz(1)3 — l/JD> — P (efy en) + Vi — VOD}

MHxH (1 — AByB
_ ( ) (- v1). 2.31)
r+ (MP 4 MB) xP
The extra value of holding money relative to being an honest seller is
1
_yH_ H.H (1 _ yB.B H_ (H D,D(,D _ (D
=% r—l—(MH—i—MB)xH(l—/\B'yB){M * (1 Av)(u f )—i—Mx <u f)
+ MBxH (1 - AB'YB> CH — MHAByBz + MBABABZE ot (e, e8) + V) — VOH}
MPxP
- Vi— V). 2.32
r—|—(MH+MB)xH(1—/\nyB)<1 0) (2.32)
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2.2.3 Steady State

In this part I focus at the steady state of the model under the Bitcoin regime. At the steady state M? = M5,
MH = MH" and MP = MP, which simplify the analysis significantly. Specifically at the steady state we have
from inequality (2.22) that the network will be secure if and only if cp > cp. I will adopt this assumption for
the rest of this section. This implies that 4% = AP = 0 at the steady state. Also, from the definition of A we

have that A = <2 > 1 and A — 1 = 2. The optimal mining efforts at the steady state are given as
H CH

1 5/ _ c2
S _ B (aH . H gH D.D ¢D H
b = g M (Wt 1 4 MDD FP) s (2.33)
= s (W1 71 4 3PP ) % (2.34)
M MHcp (cp +cn)* .
In addition, the value of mining at the steady state becomes
op (ep, efy) = epcy = ! M5B (MHxH H 1 MPxP D) % (2.35)
D\¢D/CH) — DH_MD f f (CH+CD)2 .
2
oY (ef, eh) = ercp = _LMB <Z\7IHfoH + MDfoD> S R (2.36)
T (0 +cn)

Equations (2.33)-(2.36) show the importance of the transaction fees. At the steady state where the money
supply has reached its maximum value, and there are no new BTC tokens to be mined, the only way to
incentivize miners to continue mining is by having them earning transaction fees through their mining
operations. If the transaction fees are zero, then the optimal mining efforts and the values from mining at

the steady state are all zero.

I now turn to the trading decisions. At the steady state we have that 2 = AP =0and V; = V{1 = VP =0.

Then, the value of money holders becomes

rVy = MHxH (VOH —Vy+ut - fH) + MPxP (V(P — Vi +uP - fD) . (2.37)

For the honest sellers we have that

Vgt = Mt (v = Vit - )+ o (e o) (2.38)
For the dishonest sellers we also have that
VD = NBxP (vl —vP - cD) o (&h,EL). (2.39)
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The extra value of holding money relative to being a dishonest seller is

1
r+ (MP + MB) xP

Vi— VP = [MHxH (" = £1) + MPxP (P = £2) 4+ MBxPCP — o5 (e, e;g)]

MHxH H
7+ (MDP 4 MB) xD <V1 — Vo ) ' (240)

The extra value of holding money relative to being an honest seller is

1
_yH_ HH(,H__ ¢H D.D(,D _ ¢D B .HpoH _ zm (5
i—V, r+(MH+MB)xH{M x (u f >+M X (u f )+Mx C ZJH(eH,eD)]
MPyP D
— Vi—Vy ). 241
r+(MH+MB)xH( ! 0> (241)

The steady state social welfare under the Bitcoin regime is defined by W2 = M8V, + M7V + MPVp.

WP = } VPR (= M) 4 MPMPAP (uP — cP) — 1P (Wfx f1 4 PP P ) - Watta + MiPa

(.

total welfare from mining

(2.42)

total gains from trade

The total welfare from mining is not high enough to compensate for the welfare cost of transaction fees
at the steady state. The reason is that since there are no new BTC tokens to be mined, mining becomes
a costly redistribution scheme, since it only leads to a redistribution of the fees between agents, without
increasing their assets, while agents still undertake the cost of mining. In other words, the two types of
miners earn together the total amount of fees paid by the buyers, but they still pay the cost of mining, so the

net contribution of mining at the steady state is negative as shown below

ZCHCD

(ch +cp)®
(2.43)

MHg" 4 MPg — N8 (MHxH FH 4 MPxP fD) = — (cy&ly + cpel) = — NP <Z\7IHxH FH 4 MPxP fD)

If we assume for a moment that the steady state portion of various agents is the same across the two regimes,
then we have that social welfare under the Bitcoin regime will be higher than social welfare in the fiat
currency regime if and only if the net cost of mining is lower than the net cost of transaction blocking in the

tiat currency regime

20



ZCHCD
(cu+cp)?
AyME M xH (uH - CH> + MEMHExH )y (zl —FZ(P)I) — MPA (MH + MF> (’yz(l)) - 1,DD> .
(2.44)

WE > WF e M8 (Wftt {1 4 PP fP)

If the number of various agents is not equal across the two regimes, the previous condition becomes

MBMHXH (L[H — CH — iDZfH> + MBMDXD (HD . CD . 2CHCD 2fD> >
(et + cp) (cr +cp)
R 1) 4 (1) 030 (42 )R o4 ) 9 () (o
(2.45)

Condition (2.45) states that, in this specific model, steady state social welfare under the Bitcoin network will
be higher relative to the fiat currency regime if the total gains from trade in the Bitcoin network minus the
total cost of mining is higher than the total gains from trade in the fiat currency regime minus the net total
cost of transaction halt. Observe that the terms in the left hand side of (2.45) are always positive since the
incentive constraints of buyers and sellers imply that u’ > C' + f' and 2cycp < (cy + cD)Z. On the other
hand, the sign of the right hand side depends on the value of A. If Ay takes high values, then the expected
gains from trade in the fiat currency regime are lower due to the costs of not transacting, making the whole
term lower, or even negative. Thus, the Bitcoin network can be better for social welfare when the probability
of a successful attack in the fiat currency regime is high. Moreover, the higher the terms related to the volume
of transaction activity in the Bitcoin network, MM and MBMP, the more likely it is that (2.45) holds, while
a higher transaction activity in the fiat currency regime M MH and M*MP, makes (2.45) less likely to hold.
This is also intuitive: a network with more transaction activity is a network in which more trading takes

place, and this leads to more gains from trading, leading to higher welfare.

The Case of Network Collapse: As a last note, the steady state analysis so far was based on the assumption
that the marginal cost of the dishonest sellers is greater or equal to the marginal cost of the honest ones. If,
however, cp < cy, the Bitcoin network is not secure anymore, and the probability that transaction blocking
attacks succeed becomes 72 = 1. This would incentivize the sellers to choose A® = 1. In the real world,
if the dishonest miners control the network they can also double spend BTC tokens, something that is not
modeled here. Double spending together with transaction blocking leads to a loss of trust in the network
and the network eventually collapses. In our setting, even if buyers are blocked from transacting with honest

sellers, they can still transact with dishonest sellers, so the network would continue to operate. One way
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to catch the collapse of the network, given the absence of double spending, would be to assume that z; is

a large number that makes the expected loss of the buyers from transaction blocking exceed the expected

benefit from transacting with dishonest sellers when A? = 78 = 1, so that z; > M%Z”D. In this case there

would be no incentive for buyers to go to the market and the network would collapse as there would be no

trading, making the fiat currency regime a better choice.

2.3 Fixed Costs

So far we have assumed that miners face a linear cost of production that depends only on their effort, so that
Ci = cje;. I will now assume that the cost function includes a fixed cost F; that could play the role of a large
investment cost needed in order to enter the market. Adding a fixed cost in functions (2.15) and (2.18) will
not change the optimality conditions of the miners, but it will change their decision to enter the market and

exert effort in the first place.

Honest Miners: Starting from the honest miners, if we substitute out the effort ef in the objective function

(2.15) using the best response function (2.17) we get that the value of mining becomes

. MB (MHxH (1 — AByB) fH 4 MPxP P 1 5 (MB — MPB) (v — V) e
o (

If we use equation (2.46) we can solve for the effort level from the side of the dishonest miners that would

make the honest ones unwilling to exert any effort and modify the best response function as follows

) 1
1 b MB (MHxH (1 —)\B’)/B)fH+MDfoD) 46 (MB _ MB) (Vl _ VOH) 2 MD
wr |M7en cH ~ MEe
1
: MP | (MB (MEXH (1= AByB) 7 4 MPxP D) + 5 (MP — MB) (i = VgT) \* 1
if (1)) < MDCH MH - ‘FH
BRH (eD) =
1
oo M [ (M (52 (= 2299) 4 M02g0) 6 0 ?) (v = )\
0, if ep > MDCH M —./—"H
\

(2.47)
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According to (2.47) when the fixed cost for the honest miners F} is large the dishonest miners need a lower
level of effort to disincentivize the honest ones from mining. On the other hand, the opposite is true with
respect to the expected reward: the higher the expected reward, the higher the profits for the honest miners,

so the dishonest miners would need a higher level of effort to preclude the honest ones from exerting effort.

Dishonest Miners: Turning to the dishonest miners, we can follow a similar procedure and get

1 2
" MB (MHxH (1 _ /\B'YB) fH —|—MDfoD) ) (MB _ MB> (Vl _ VOD) 2 MH %
Oop = MD - WCDEH _-FD-
(2.48)
( 1
1|y MB(MAXH (1—AByB) fH 4 MPXD D) 5 (MP — MB) (v = VP) |7 MmH
W M eH cp o WeH’
1
. - MD MB (MHXH (1 —)LB’)/B)fH+MDXDfD) +4 (MB _ MB) (Vl . V(P) 2 %
B = He, MD ~7p
BRD (EH) =
- 1
0 if oo M MP (MPXM (1= APy P) f1 4 MPXPfP) 6 (MP — MP) (Vi = ViP) \*
7 TP T MAc MP
\ (2.49)

Similarly, according to (2.49), when the fixed cost for the dishonest miners Fp is large the honest miners
need a lower level of effort to disincentivize the dishonest miners from mining. The opposite is true with
respect to the benefits from newly mint tokens and aggregate fees. In the real world the investment/fixed
cost of a dishonest miner who would try to take over the network is estimated to be in the billions of dollars
according to Nuzzi et al. (2024). Given that the fixed cost is large, and the effort of the incumbents is large,
with hash rates breaking records, then it is not profitable for attackers to undertake the large fixed cost and
devote the effort needed to take over the network. This makes the Bitcoin network a very important defense

mechanism in the digital era.
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3 Divisible Goods and Transitional Dynamics

In this part I introduce divisible goods and I assume that buyers and sellers bargain over the quantity of
goods g’ produced by seller of type i. I also assume that buyers derive utility u (4') from consuming g units
of the specialized good, with u’ (7) > 0 > u” (g), while the producers incur a cost C’' (q') when producing g4’
units with dC () /dg > 0 and d?C (q) /dg* > 0, which allow for a case with linear utility and linear costs of
production. I assume that the price is determined by the solution to a generalized Nash bilateral bargaining
problem. In what follows I present the problem and describe the equilibria under the fiat currency regime

and the Bitcoin regime.

3.1 Fiat Currency: Bargaining and Trading Decisions

In the fiat currency regime, the generalized Nash bargaining leads to the quantity g% that maximizes the

weighted surplus of the buyers and the corresponding sellers so that

0]5? = arg max [Vé +u <qi> B Vl] 0r [Vl i (qi> B Vé] 0;

s.t. Vé +u <qi> >W

m-@@ﬁz%

In the previous problem the parameter 6. € [0,1] is a measure of the relative bargaining power of the buyer
when he meets a seller of type i and 0; is the relative bargaining power of a seller of type i. The first order

condition to the previous problem for any type i is

du(q')
O dq
6; dC' (q')

dq’

Vi+u(q)-n= -ci(q) - vl (3.1)

Recall that the value function for buyers under the fiat currency regime is given by

Vi = 1#“ {Mpvl + MP (1 - xD) Vi + MPxP (V(P +u (qD>> + MAAy (Vi — 1) + MEA (1 — ) (1 - xH) Vi

+MHA (1= )2t (VOH+u (qH)> +MI (1) (1—xH> Vi+MH (1— )t (V0H+u <qH)) +V1]
(3.2)
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The value of honest sellers is

v - 1%? {MHVOH + MPVET + MPAy (VT = 2§1) + MEA (1= ) (1= ) VT + MPA (1= )2 (i = (1))

+MF(1-A) (1 - xH> VH 4+ MF(1—2)xH (v1 —cH (qH)) + v } . (3.3)

The value of dishonest sellers is

VP = %r [MDVOD + MIVP + MF (1= xP) VP + MExP (Vi =P (¢P)) + A (MH + MF) (72 — yP) + VOD]

(3.4)
The extra value of holding money relative to being an dishonest seller is

1

Vi-VP =
170 T (MDD + M)

D {MH (1—Ay) xfu <qH> + MPxPy (qD> + MFxPcP (qD)
—A <MH + MF> (ryz(? - ¢D> — MHAyz; — MH (1 — Aq) <H <V1 - V0H> +V— VOD] . (35)

The extra value of holding money relative to being an honest seller is

1

V-V =
PO T (MA + MF) (1= Ay)

M) () 4 PP () 4 M 1 a2 ()
+ MEAyzl — MPAyz = MPxP (Vi = V) + W — VOH} . (3.6)

I will also assume that the size of the money supply grows in a similar way as in the Bitcoin network.* For
the other two types of agents I will assume that their size in the population shrinks by constant rates x and

1 — x times the increase in the amount of money holders.

ME = F (MF - MF) (3.7)
MH = _xsF (MF - MF) (3.8)
MP = —(1—x)oF (MF - MF) . (3.9)

4In reality money supply in fiat currency regimes can grow without bound, but here to facilitate the analysis a steady state for

the money supply is assumed to exist.

25



Table 1: Fiat Currency Regime Parameter Values

Parameter Description Value
Money Holders
o Relative Risk Aversion Coefficient 0.28
r Discount Factor 0.000001
Z1 Individual Cost from Transaction Blocking 5
oF Speed of Money Supply / Cohort Size Increase 0.0015

Homnest Sellers

r Discount Factor 0.000001
nH Marginal Cost of Production of Specialized Good 0.15
xH Probability of Trading with Buyers 0.05
zf Individual Cost from Transaction Blocking 15

K Speed of Cohort Size Decrease 0.5

Dishonest Sellers

r Discount Factor 0.000001
nP Marginal Cost of Production of Specialized Good 0.15
xP Probability of Trading with Buyers 0.05
zp Individual Benefit from Transaction Blocking 1

P Individual Cost from Transaction Blocking 0.2

A Probability of Attempting Transaction Blocking 0.15

0% Probability of Succeeding in Transaction Blocking 0.15

Notes: The table contains the parameter values used in the baseline scenario for the transitional dynamics in the fiat currency

regime along with the description of the parameters.

Definition: An equilibrium is a list {MF ,MH MP ,qH,qD LV, VOH, VOD } that satisfies the two conditions in
(3.1) for the two types of sellers, and also equations (3.2)-(3.4) and (3.7)-(3.9), and the incentive constraints in

the generalized Nash bargaining problem. The aforementioned equations define a system of eight equations

in eight unknowns.

3.1.1 Transitional Dynamics

A 1-0
In this part I will assume that the utility function has the form u (g') = %, where ¢ is a constant that
satisfies ¢ > 0 and ¢ # 1. The cost function is linear, so that C' (7') = 7'q’ where 0 < ' < ¢. Table 1 contains

the parameter values in the fiat currency regime.
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Figure 5: Transitional Dynamics in the Fiat Currency Regime
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Notes: The upper left panel shows the transitional dynamics of the money supply and the sizes of various cohorts M, M and
MP. The upper right panel shows the path of the extra value of holding fiat currency relative to non-money holders V; — V! and
Vi — VP. The lower left panel shows the path for the quantities of the goods g and g that solve the Nash bargaining problem in
(3.1). The lower right panel shows the path for the purchasing power of money over the two goods 1/4 and 1/4".

The transitional dynamics are presented in Figure 5. The money supply grows over time according to
equation (3.7). At the same time the sizes of the cohorts of the sellers decline according to equations (3.8) and
(3.9). The extra value of holding money relative to the honest and dishonest sellers increases initially fast and
then slows down over time until it converges to its steady state value. These extra values increase because
they are driven by the sizes of the cohorts which drive in turn the individual values as shown also in Figure
6. As the money supply grows and the size of the sellers falls, the value of the buyers rises, while the values
of the sellers fall. Thus, the extra values of holding money increase. At the same time, the quantities of the
goods produced increase in a similar way since they depend on the extra values of holding money, which in
turn, depend on the movements of cohort sizes. Then, the quantities affect the extra value of holding money

creating this feedback between cohort sizes, extra value of holding money, and quantities.
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Figure 6: Welfare in the Fiat Currency Regime
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Notes: The figure shows the welfare of various agents V;, V{1, and VP along with social welfare W! during the transition in the

fiat currency regime.

Social welfare declines over time, as shown in Figure 6, since the decrease in the utility level of the sellers

is faster than the increase in the utility level of the buyers, even though the buyers grow to be a majority.

3.2 Bitcoin

In the Bitcoin regime, the generalized Nash bargaining leads to the quantity g that solves

g = argmax [vi +u (4) ~vi - £]" [ (4) - i
st. Vi+u (qi) >V + f
n-ci(7) > v
The first order condition to the previous problem is

du (q')

Vi+u (qi> v fi= Z—lj% [vl (i (qi) - v(g} (3.10)

dq
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Recall that the value for the buyers is

1
Vi =

o7 {MBV1+MD(1 X >V+MD D<VD+u< )_fD)_i_MH)LB,YB(Vl_Zl)

B) (1= ) v+ MIAB (1= o B) o (VT 4 (g) = £7)

+ MHAB (1 ( —y
+ M7 (1= AP) (1= 27) v+ MP (1= 28) o (Vi (g) = £7) + Vl} (3.11)

The value for the honest sellers is

1+r
+ MPAP (1B ) (v =M (g)) + M (1-28) (1) v

+ MB (1 - /\B> xfl (V1 —cH (qH)> o™ (el ) + VI } (3.12)

v — 1 {MHV({J + MPVE + MPABAE (VT —2f1) + MPAP (1—9P) (1-x) !

The value for the dishonest sellers is

VP = %H MPVE + MIVP 4+ MP (1 xP) VP + MBxP (v =P (gP) ) + AP (M + MP) (2 — yP)

+ o} (ef, efy) + VOD] (3.13)

The extra value of holding money relative to being a dishonest seller is

Vi VP = (MDiMB) - [MHXH (1-2%95) (e (q) = £) + MPx® (u (47) — 7)
+ MBxPcP <qD> — MHABy Bz —\B (MB + MH) (’szg) — 1pD> — o (efy, eh) + Vi — VOD}

MH.XH (1 . )LB’)/B) .
_T+(MD+MB)XD (Vl_VO > (3.14)

The extra value of holding money relative to being an honest seller is
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[ e MB; X7 (1= ABoB) [MH’CH (=A%) (1 (") = 71) + MP® (u (4°) = °)
+ MBxH (1 — )\nyB> cH <qH> — MEABA Bz 4 MBABABZE — o (ef, ef)) + Vy — VOH}

MPyP b
- —-vP). 1
r+ (MH 4+ MB) xH (1 — ABy/B) <V1 Yo ) (315

The money supply evolves according to

MB =5 (MB - MB> (3.16)
: MHey .
M = — o (MPB — MB 3.17
MHepy + MPep < ) ( )
. MPe .
D D B B
— — MB). 1
MP = e (w1 — mP) (3.18)

Definition: An equilibrium is a list {MB,MH, MmP ,qH, qD , V1, VOH, VOD } that satisfies the two equations in
(3.10), equations (3.11)-(3.13), and equations (3.16)-(3.18), and the constraints in the Nash bargaining problem.
The aforementioned equations define a system of six first order differential equations in six unknowns, plus

the two optimality conditions in the bargaining problem that determine the optimal quantities.

3.2.1 Transitional Dynamics

In this part I will continue to use the same utility function and the same cost function for the production of
the specialized goods. Table 2 contains the parameter values in the Bitcoin regime. If we compare to Table
1, we can find some differences. First, there are transaction fees paid to the two types of sellers that are
assumed to be small in size. Second, we also have the marginal utility cost from mining for both types of
agents. The marginal utility cost of mining for dishonest sellers is assumed to be two times the marginal cost
of mining for honest sellers. This ensures that condition (2.22) is satisfied along the whole transition path,

which is in line with the fact that nobody has ever managed to attack succesfully the Bitcoin network.

The transitional dynamics under the Bitcoin regime are shown in Figure 7. Now the money supply, and
the size of the non-money holders coverge over the years to their steady state values. The log of extra values
of holding money again initially increase fast and then slow down over time. This is in line with the log
of the Bitcoin price behavior seen over the years. Initially, as the size of the money holders increases fast,
the value of holding money also increases fast. As the growth rate of money slows down, the extra value

of holding money also slows down. The quantities of the two specialized goods follow a similar path to the
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Table 2: Bitcoin Regime Parameter Values

Parameter Description Value
Money Holders
o Relative Risk Aversion Coefficient 0.28
r Discount Factor 0.000001
MB Steady State Cohort Size 0.8
Z1 Individual Cost from Transaction Blocking 5
5B Speed of Cohort Size Increase 0.0015
H Transacttion Fee Paid to Honest Seller 0.01
P Transacttion Fee Paid to Dishonest Seller 0.01
Honest Sellers
r Discount Factor 0.000001
mH Steady State Cohort Size 0.15
nH Marginal Cost of Production of Specialized Good 0.15
xH Probability of Trading with Buyers 0.05
z& Individual Cost from Transaction Blocking 15
CH Marginal utility cost of mining 0.1
Dishonest Sellers
r Discount Factor 0.000001
MmP Steady State Cohort Size 0.05
P Marginal Cost of Production of Specialized Good 0.15
xP Probability of Trading with Buyers 0.05
zp Individual Benefit from Transaction Blocking 1
cp Marginal utility cost of mining 0.2
P Individual Cost from Transaction Blocking 0.2

Notes: The table contains the parameter values used in the baseline scenario for the transitional dynamics in the Bitcoin regime

along with the description of the parameters.

extra values of holding money, since they depend positively and directly on them through conditions (3.10).
As regards the mining efforts of the two types of miners, initially the mining effort increases fast, but then
reaches a peak and then declines substantially and approaches zero. The mining effort is also driven by the
money rewards and the extrta value of holding money, which also depends on the money supply. Once the
money supply growth slows down significantly, the mining effort follows. The initial exponential increase
in the mining effort of individual miners is in line with the exponential increase seen in the hash rate. Thus,

the model produces a log of value of holding money that increases fast and then slows down over time, and
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Figure 7: Transitional Dynamics in the Bitcoin Regime
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Notes: The upper left panel shows the transitional dynamics of the money supply and the sizes of various cohorts M?, M and
MP. The upper middle panel shows the transitional dynamics for the extra value of holding BTC relative to non-money holders
Vi — Vi and V; — VP. The upper right panel shows the transitional dynamics of the effort levels for honest and dishonest miners
ey and ep. The lower left panel shows the path for the quantities of the goods g and g that solve the Nash bargaining problem
in (3.10). The lower middle panel shows the path for the purchasing power of money over the two goods 1/g" and 1/4". Finally

the lower right panel shows the path for the value of mining for the two types of miners v}; and v};.

an initially exponential increase in the mining efforts. Figure 8 contains data from Blockchain.com (2024) on

the price behavior and the hash rate behavior since the early days of the Bitcoin network in 2011.

The upper right panel of Figure 9 contains the utility levels for each cohort over time as well as the social
welfare. Here, again, social welfare falls over time, since the welfare of the sellers falls faster than the slow

increase in the value of the buyers. However, now all utilities reach a steady state level over time.

The question that naturally arises at this point is which of the two regimes leads to higher social welfare
over the transtion period. It turns out that there is no definitive answer based on the model used so far.
Instead, parameter values such as the speed over which the money supply increases in each regime 57 and
0 are critical. This is not unexpected since in our model the money supply is the main driver of utility
dynamics. In both regimes a faster increase of the money supply can lead to higher social welfare over the

transition period. Figure 9 also contains the social welfare dynamics under different assumptions for 6*.
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Figure 8: Bitcoin Price and Hash Rate Over Time
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Notes: The above figure shows the log of the USD price of Bitcoin and the hash rate measured in TH/s. Source:
https:/ /www.blockchain.com/explorer/charts/hash-rate.

Thus, a more definitive answer would require the use of a richer model that considers the possibility of
an unbounded money supply schedule and analyzes the positives and the negatives from a money supply
schedule that can be altered through monetary policy and a fixed money supply path such as the one in
the Bitcoin network. For instance, a small amount of money floating around that cannot be changed by
anyone can protect from dilution, inflation, and currency debasement, but can be a problem during a time
of crisis when the demand for money is strong and the supply is fixed, leading to high interest rates that
exacerbate the crisis.” On the other hand, money supply that is always growing creates dilution and currency

debasement, and depending on the fiscal policy stance, it can also create inflation.®

5As an example we could think of a group of countries that are using a single currency in which they have no control of
monetary policy, since monetary policy is controlled by the central bank of the monetary union. If the central bank of the
monetary union is not implementing monetary easing for a specific country, for instance through a country-specific QE program,
then each country could face an exacerbation of the crisis, which could probably be alleviated if the country could implement a

monetary expansion.
®See Leeper (1991) and Cochrane (2022), for the interaction of traditional monetary and fiscal policy and their effects on inflation,

and Kyriazis (2022) for the interaction of traditional monetary policy, QE and fiscal policy, and their effects on inflation.
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Figure 9: Welfare in the Bitcoin Regime
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Notes: The figure shows the welfare of various agents V;, V{?, and VP along with social welfare W2 during the transition in the
fiat currency regime.

4 Social Welfare and First Best Outcomes

In this section I focus on the problem of a hypothetical social planner that chooses the optimal quantities of
the goods produced to maximize steady state social welfare. I first discuss the planning problem under the
fiat currency regime and then under the Bitcoin regime. In both cases I also discuss the conditions under

which the decentralized equilibrium can lead to the same outcome.

4.1 Fiat Currency

The question that arises at the steady state under the fiat currency regime is if the quantities of the goods g2
and gP produced after the bargaining process is the same as the one that a social planner would choose in
order to maximize social welfare. To answer this question I consider the social welfare function at the steady

state of the fiat currency regime and maximize with respect to g7 and ¢”
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07 = [ 1) () ¥ (97) R (a () -0 (47)

— MEMHxH), <21 + z{f) + MPA (MH + MF> (’yz([)) - ¢D> } . 4.1)

The first order conditions for the social planner are

du (q™) _ dCcH (¢M)

o = (4.2)
du (qP) _ dCP (qP)
Wb = (4.3)

So the socially optimal quantities of the goods equate the marginal utility of the buyers with the marginal
cost of the corresponding seller. On the other hand, the quantity produced under the fiat currency regime g%
is determined by the steady state version of (3.1). This quantity will be equal to the quantity chosen by the

social planner if

0F _ Vo'+u(g")-W (44)
6y Vi —CH (gH) — V[ '
D VD D —V

bp  Vi—-CP(q°) -V,

However, the ratios 9115{ /0y and 9? /0p can be given by equations (4.4)-(4.5) only by chance. A more realistic
scenario would be 9}; = MF, 0y = MY and 6p = MP so that the bargaining power of each agent type is
given by its relative size in the population. But the ratios between the size of cohorts need not necessarily be
determined by equations (4.4)-(4.5). Hence, it is possible to achieve the socially optimal quantity under the

tiat currency regime, but not likely.

4.2 Bitcoin

At the steady state I still assume that cp > cy, which implies that the Bitcoin network remains secure. The
question that arose under the fiat currency regime arises also under the Bitcoin network: are the quantities

determined after the bargaining process the socially optimal? Again we need to compare the optimality
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conditions related to the bargaining problems to the solution corresponding to the social planner’s problem.”

The social planner under the Bitcoin network would maximize the following social welfare function

g < [ 3) < () 902 o ) - (1)

— MP (MHfoH + MDfoD) + Mg 4 M%g] (4.6)

The value of mining at the steady state is given by equation (2.43) and is independent of g/ and g”. The

solution to the above problem again leads to a socially optimal quantity such that

du (q") _ dc" (q")

aoF ao (4.7)
d D d D D

ula) _dc (q7) (4.8)
dq dq

Obviously equations (4.7)-(4.8) are different conditions relative to (3.10). Again, we can solve for the ratios of

bargaining power that could make the two conditions be the same

0 Vo' +tu(q") —vi—f"
O Vi—CH(qH) -V
0p Vo tu(@”)-vi—fP
0p Vl_CD(qD)_VoD

(4.9)

(4.10)

Again, the ratios can take the values described in (4.9)-(4.10) only by chance. However, under the Bitcoin
network there is another way to achieve the socially optimal quantities, and this is by choosing the transaction
fees so as to make the bargaining outcome the same as the efficient one. So far I have assumed that the fees
are just exogenous constants. Now I will assume that the fees are still constants, but are determined at the

steady state so as to make equations (3.10) the same as the efficiency conditions (4.7)-(4.8) so that

o) e (07) - () o
fP=u (qD) + %CB (qD) - OBD;;OD <V1 - VOD) . (4.12)

7Of course in the Bitcoin network there is no social planner and this is part of the value proposition of decentralized networks.
However, it is still possible to implement a "policy” if there is significant consensus about this "policy”, although implementation

would probably require a change in the protocol.
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Figure 10: Efficient Relative Bargaining Power Combinations
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Notes: The graph shows the values of the ratio GE /6p for a range of values of the ratio 9? /8y that satisfy equations (2.40)-(2.41)
and equations (4.11)-(4.12) and lead to f >0, f? >0, Vff >0, VP >0, Vi — V{l > CH (47) and V; — VP > CP (4P) when
evaluated at the socially optimal quantities at the steady state.

Equations (4.11)-(4.12) are evaluated at the socially optimal quantities chosen by the social planner. However,
we need to ensure that the transaction fees satisfy the incentive constraints of the buyers and at the same
time are positive in order to incentivize mining at the steady state. Starting from the incentive constraints of

the buyers, we can substitute out the terms f and fP by using equations (4.11) and (4.12) and get

Vi+u(qd)-vi—f >0 (411 (412) %ﬁ i-vi-ci(q)] >0 (4.13)
i

The previous condition is true since those are the incentive constraints of the sellers, and I solve for equilibria
that satisfy those constraints. Ideally, one can solve analytically the system of equations given by equations
(2.40)-(2.41) and equations (4.11)-(4.12) and derive the solutions for f, f, V; — VOH and V4 — VP. Then
extra conditions for the values of the ratios 65 /6y and 65 /6p can be imposed so that the fees are positive
fH >0, fP > 0 and the incentive constraints of the sellers V; — VI > CH (gH) and V} — VP > CP (4P) are
satisfied. When the incentive constraints of the sellers are satisfied, the incentive constraints of the buyers

are also satisfied.
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However, given the complexity of these equations, analytical solutions are not very helpful to build
intuition, and for that reason the four equations are solved numerically and then the four unknown variables
are evaluated for different values of the two ratios of bargaining power. From Figure 10, it is evident that
when the relative bargaining power of the buyers over the honest sellers increases, the range of values for
which the relative bargaining power of the buyers over the dishonest sellers leads to the desired results

increases.

Therefore, in the Bitcoin network, if transaction fees at the steady state are given by equations (4.11)-(4.12),
and the relative bargaining ratios take values consistent with a monetary equilibrium, then the quantities of
the goods produced are socially optimal. However, implementing a new transaction fee shedule such as the

one described by equations (4.11)-(4.12) would most likely require a fork of the Bitcoin blockchain.

5 Concluding Remarks

In this paper, I focused on the potential social welfare benefits from using the Bitcoin network over a fiat
currency network. First, I derived the conditions under which the Bitcoin network remains secure. Then,
I showed that when the Bitcoin network is secure, transacting over this network can lead to social welfare
gains if the transaction volume is higher than the fiat currency regime and also when the cost of transaction
blocking in the fiat currency regime is higher than the welfare cost of mining. I also showed that when fixed
costs are introduced then miners need to exert less effort to disincentivize their competitors from entering
the market. In the real world the fixed costs of investment in equipment are extremely high, and this makes
dishonest miners less likely to enter the market. In terms of transitional dynamics, the model produces
dynamics for the value of money and mining efforts that have similar shape to those observed in reality.
As for social welfare, parameter values related to the speed of increase of the money supply are critical for
comparing the two regimes. Finally, the first best can be achieved in the Bitcoin network by optimally setting

the transaction fees.
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